This presentation

• This presentation is a broad overview of the revision of the DoDI 5230.24 as it applied to SBIR small business contractors.

• This presentation does not cover classified technical information.

• This presentation does not cover declassification processes

• This presentation is not a substitute for reading DoDI 5230.24
Controlled Unclassified Information

- *Controlled Unclassified Information* (CUI) is information the Government creates or possesses, or that an entity creates or possesses *for or on behalf of the Government*, that a law, regulation, or Government-wide policy requires or permits an agency to handle using safeguarding or dissemination controls... *(Title 32 definition)*

- Your small business needs to be under contact to create or possess CUI.
  - So... Your proposal is not CUI, but it may be proprietary information.
  - If you haven’t signed on the dotted line – then it is not CUI
    - But it’s still your data, which you want to protect!
Controlled Unclassified Information

• **Controlled Unclassified Information** (CUI) is information the Government creates or possesses, or that an entity creates or possesses for or on behalf of the Government, that a law, regulation, or Government-wide policy requires or permits an agency to handle using safeguarding or dissemination controls...

• The Key phrase is “that requires safeguarding or dissemination controls”. You should be able to know from the markings on documents you receive or discern yourself for documents you create, exactly which regulation calls for the “safeguarding” or “dissemination” control of that information.

• Since there are thousands of federal laws, regulations and policies – this is a very big task!
  - If you are contractor – no worries, your contract will call out if you will create CUI and how to mark it.
  - If you are a federal employee – you need to stay up on your professional reading! Consult with your MAJCOM/SYSCOM data office if you have questions about CUI.
Categories of Controlled Unclassified Information

To understand Controlled Technical Information, you must first become familiar with Controlled Unclassified Information

- A visit to the National Archives CUI Registry or the DoD’s CUI Registry will reveal to you over 100 categories of CUI

- Executive Order 13556 "Controlled Unclassified Information" , establishes a program for managing CUI across the Executive branch and designates the National Archives and Records Administration Executive Agent to implement the Order and oversee agency actions to ensure compliance.

- 32 CFR Part 2002 "Controlled Unclassified Information" was issued by to establish policy for agencies on designating, safeguarding, disseminating, marking, decontrolling, and disposing of CUI, self-inspection and oversight requirements, and other facets of the Program. The rule affects Federal executive branch agencies that handle CUI and all organizations (sources) that handle, possess, use, share, or receive CUI—or which operate, use, or have access to Federal information and information systems on behalf of an agency.

- History of CUI and FAQs from the National Archives website
Controlled Unclassified Information

- To become familiar with CUI use with in the DOD – reference the many DoD training opportunities
  - The DoD CUI webpage [www.dodcui.mil](http://www.dodcui.mil)
  - The Official DoD CUI Training [https://www.cdse.edu/Training/eLearning/IF141/](https://www.cdse.edu/Training/eLearning/IF141/)
  - The National Archives CUI site [https://www.archives.gov/cui/training.html](https://www.archives.gov/cui/training.html)
  - Other Blue Cyber videos and presentations on CUI
    - Can I give my Contractor CUI? You have to ask! [LINK](#)
    - Protecting Common Types of DOD CUI [LINK](#)
Your Contract and CUI

- Every contract that provides or generates CUI will state it in the contract (reference DODI 5200.48 Section 5.3 LINK). You might find these statements in contract-associated documents such as the Statement of Work or Statement of Objectives.
- All contracts which generate CUI will also tell you how to mark that CUI.
  - Contract documents will include this information ref marking:
    - Controlled by: [Name of DoD Component determining that the information is CUI]
    - Controlled by: [Name of Office within that component making the determination]
    - CUI Category: (identify all types (categories) of CUI contained in the document)
    - Distribution/Dissemination Control:
    - POC: [Phone or email address of the originating DoD Component or authorized CUI holder]
- In the DoD, if your contract does indicate you handle or generate CUI, DFARS will further require you to implement NIST SP 800-171 “Protecting Controlled Unclassified Information in Nonfederal Systems and Organizations.”
  - This is a requirement upon the signing of your contract.
  - You will also have to put a NIST SP 800-171 Self-Assessment score in the Suppliers Performance Risk System website before you will be issued a new DoD contract. See the Blue Cyber modules such as “Following the DFARS in your Small Business Contract” and Get your “SPRS On!”
5.3. REQUIREMENTS FOR DOD CONTRACTORS.

This paragraph highlights requirements for DoD contractors.

a. Whenever DoD provides information to contractors, it must identify whether any of the information is CUI via the contracting vehicle, in whole or part, and mark such documents, material, or media in accordance with this issuance.

b. Whenever the DoD provides CUI to, or CUI is generated by, non-DoD entities, protective measures and dissemination controls, including those directed by relevant law, regulation, or government-wide policy, will be articulated in the contract, grant, or other legal agreement, as appropriate.

c. DoD contracts must require contractors to monitor CUI for aggregation and compilation based on the potential to generate classified information pursuant to security classification guidance addressing the accumulation of unclassified data or information. DoD contracts shall require contractors to report the potential classification of aggregated or compiled CUI to a DoD representative.
What is the issue if CUI is disclosed inadvertently?

In an article by John Joyce of the Defense Counterintelligence and Security Agency, DOD Unauthorized Disclosure Program Management Office (UDPMO) Chief Henry Nelson says:

✓ “We don’t know what the repercussions will be, but we do know that the impacts of unauthorized disclosure are extremely damaging to national security,” said Nelson in a recent interview. “DOD civilians, service members and contractors are privy to some of the most sensitive and closely held information. It is a violation of law and of the oath of office to divulge, in any fashion, non-public DOD information – classified or controlled unclassified – to anyone without the required security clearance, specific need to know and a lawful government purpose. By definition, this would be an unauthorized disclosure. Divulging information in violation of these precepts weakens the department’s ability to protect the security of the nation against its adversaries.”

Read the full article HERE
One Category of CUI is Controlled Technical Information

Let’s look carefully at the definition of Controlled Technical Information

This is technical information...

with military or space application that is...

subject to controls on access, use, reproduction, modification, performance, display, release, disclosure, or distribution.

It does not include information concerning general scientific, mathematics, or engineering principles commonly taught in schools, colleges, and universities or information in the public domain.
Examples of CTI

Newly created, revised, or previously unmarked information, whether in tangible (e.g., technical report, model, prototype, blueprint, photograph, plan, instruction, operating manual) or intangible form (e.g., technical service or visual description), including but not limited to:

(a) Engineering drawings.  
(b) Configuration-management documentation.

(c) Engineering data and associated lists.  
(d) Standards.

(e) Specifications.  
(f) Technical manuals, reports, and orders.

(g) Blueprints, plans, and instructions.  
(h) Computer software and software documentation.

(i) Catalog-item identifications.  
(k) Other types of technical data

(j) Data sets, studies and analyses, and other technical information that can be used or be adapted for use to design, engineer, produce, manufacture, operate, repair, overhaul, or reproduce any military or space equipment or technology concerning such equipment.
Marking CTI

- DoD-controlled unclassified technical information will include “CUI” in the banner and footer of each page and must include a distribution statement. The controlling DoD office will determine distribution availability in accordance and select the appropriate reason and audience for the content.
  - The concept of Secondary Distribution is covered in Section 4.1 of DoDI 5230.4
- The first page or cover of any document or material containing CTI will include a CUI designation indicator as described in DoDI 5200.48. Place the indicator at the bottom-right side of the first page or cover page.
- The controlling DoD office will determine distribution and select the appropriate reason and audience for the content.
- Directly beneath and separate from the CUI designation indicator box, affix the distribution statement in its entirety, including authorized audience, category, date of determination, and controlling DoD office.
- See the examples on www.dodcui.mil
Example of a CUI Designation Indicator and the Corresponding Distribution Statement

DoDI 5230.24, January 10, 2023

Figure 1. Example CUI Designation Indicator and Distribution Statement for CTI

```
Controlled By: OUSD(R&E)
Controlled By: Defense Advanced Research Projects Agency
CUI Category: CTI, Proprietary Business Information
Distribution Statement: E
POC: dod.component.mailbox@mail.mil
```

Figure 2. Example Distribution Statement for CTI

```
Distribution Statement E. Distribution authorized to DoD only; Proprietary Business Information; 18 OCT 2008. Other requests for this document must be referred to Defense Advanced Research Projects Agency, ATTN: TIO, 675 North Randolph Street Arlington, VA 22203-2114.
```
e. The first page or cover of any document or material containing CTI will include a CUI designation indicator as described in DoDI 5200.48. The indicator will include:

(1) Controlled By.

Insert the name of the DoD Component unless the first page or cover is on letterhead stationery.

(2) Controlled By.

Insert the name of the DoD office.

(3) CUI Category.

For DoD unclassified CTI, the overarching CUI category authorizing the use of distribution statements is “CTI.”

(4) Distribution Statement.

Insert the letter (B, C, D, E, or F) designating the appropriate distribution statement, described in Paragraph 4.2.

(5) Point of Contact.

Include the controlling DoD office’s telephone number and/or office mailbox address. It is good practice to ensure that the telephone number and mailbox address are valid in case of personnel turnover.
### Distribution Statements in DoDI 5230.24

#### Table 1. Distribution Statements and Their Corresponding Categories for Use

<table>
<thead>
<tr>
<th>CATEGORY</th>
<th>A</th>
<th>B</th>
<th>C</th>
<th>D</th>
<th>E</th>
</tr>
</thead>
<tbody>
<tr>
<td>PUBLIC RELEASE</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CTH</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>CONTRACTOR PERFORMANCE EVALUATION</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>CRITICAL TECHNOLOGY</td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>DIRECT MILITARY SUPPORT</td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>EXPORT CONTROLLED</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>FOREIGN GOVERNMENT INFORMATION</td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>IAs</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>OPERATIONS SECURITY</td>
<td></td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>PATENTS AND INVENTIONS</td>
<td></td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>PROPRIETARY BUSINESS INFORMATION</td>
<td></td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>SBIR</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>SOFTWARE DOCUMENTATION</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>TEST AND EVALUATION</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>VULNERABILITY INFORMATION</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

---

**DISTRIBUTION STATEMENT A.** Approved for public release; distribution is unlimited.
Table 1. Distribution Statements and Their Corresponding Categories for Use

<table>
<thead>
<tr>
<th>Distribution Statement</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>DISTRIBUTION STATEMENT A.</td>
<td>Approved for public release: distribution is unlimited.</td>
</tr>
<tr>
<td>DISTRIBUTION STATEMENT B.</td>
<td>Distribution authorized to U.S. Government agencies [category] [date of determination]. Other requests for this document must be referred to [controlling DoD office].</td>
</tr>
<tr>
<td>DISTRIBUTION STATEMENT C.</td>
<td>Distribution authorized to U.S. Government agencies and their contractors [category] [date of determination]. Other requests for this document must be referred to [controlling DoD office].</td>
</tr>
<tr>
<td>DISTRIBUTION STATEMENT D.</td>
<td>Distribution authorized to Department of Defense and U.S. DoD contractors only [category] [date of determination]. Other requests for this document must be referred to [controlling DoD office].</td>
</tr>
<tr>
<td>DISTRIBUTION STATEMENT E.</td>
<td>Distribution authorized to DoD Components only [category] [date of determination]. Other requests for this document must be referred to [controlling DoD office].</td>
</tr>
<tr>
<td>DISTRIBUTION STATEMENT F.</td>
<td>Further distribution only as directed by [controlling DoD office] [date of determination] or higher DoD authority.</td>
</tr>
<tr>
<td>REL TO.</td>
<td>Information has been predetermined by the DoD controlling agency, in accordance with established foreign disclosure policies, to be releasable through established foreign disclosure procedures and channels, to the foreign country and international organization indicated.</td>
</tr>
<tr>
<td>CATEGORY</td>
<td>A</td>
</tr>
<tr>
<td>----------------------------------------------</td>
<td>---</td>
</tr>
<tr>
<td>PUBLIC RELEASE</td>
<td>X</td>
</tr>
<tr>
<td>CTI</td>
<td>X</td>
</tr>
<tr>
<td>CONTRACTOR PERFORMANCE EVALUATION</td>
<td></td>
</tr>
<tr>
<td>CRITICAL TECHNOLOGY</td>
<td></td>
</tr>
<tr>
<td>DIRECT MILITARY SUPPORT</td>
<td></td>
</tr>
<tr>
<td>EXPORT CONTROLLED</td>
<td></td>
</tr>
<tr>
<td>FOREIGN GOVERNMENT INFORMATION</td>
<td></td>
</tr>
<tr>
<td>IAs</td>
<td></td>
</tr>
<tr>
<td>OPERATIONS SECURITY</td>
<td></td>
</tr>
<tr>
<td>PATENTS AND INVENTIONS</td>
<td></td>
</tr>
<tr>
<td>PROPRIETARY BUSINESS INFORMATION</td>
<td></td>
</tr>
<tr>
<td>SBIR</td>
<td></td>
</tr>
<tr>
<td>SOFTWARE DOCUMENTATION</td>
<td></td>
</tr>
<tr>
<td>TEST AND EVALUATION</td>
<td></td>
</tr>
<tr>
<td>VULNERABILITY INFORMATION</td>
<td></td>
</tr>
</tbody>
</table>
Distribution Statement A

• The process for Distribution A exists because your business cannot independently decide to share CTI created for a contract. **The DoD must RELEASE the CTI for public dissemination.**

• This statement may be used only on unclassified technical information that has been approved for public release by a competent authority.
  • Your COR, COTR, TPOC or Contracting Officer are familiar with your agency’s Public Release process. Consult with them.

• Distribution A is not available to your CTI if your contract states that your work is classified technical information or information containing export-controlled technical information.

• The point here is that your business cannot independently decide to share CTI created for a contract. For example, if you want to publish your research or speak about your research at a convention. **The DoD must RELEASE the CTI for public dissemination.**
Distribution Statement B

• This statement can apply to classified, CUI, and unclassified technical information.

• Distribution is authorized only to employees of U.S. Government Executive Branch departments and agencies and DoD Components.

  ▪ For example:
    ▪ You may not share it with some university who want to read about your research
    ▪ You may not share it with another contractor who wants to partner with you
    ▪ You may not share it with a state agency which has a grant you want, same subject
Defense Categories / “Reason’s”

Defense categories describe the reasons for safeguarding or applying distribution controls to technical information. The listed defense categories override authorized reasons enacted in previous issuances but do not affect distribution statements assigned to legacy information in accordance with directives or instructions issued before the effective date of this issuance.

1. CTI.
2. Contractor Performance Evaluation.
3. Critical Technology.
5. Export Controlled.
6. Foreign Government Information.
7. International Agreements
9. Patents and Inventions.
10. Proprietary Business Information.
14. Vulnerability Information.
Data Rights

Data rights markings that restrict the Government’s use and distribution of technical data and software are authorized on technical data and software developed exclusively or partially at private expense:

- except for certain categories of data in which the U.S. Government always has unlimited rights and data developed exclusively at U.S. Government expense.
- When the U.S. Government receives less than unlimited license rights in technical data, documents, or information, the contractor must mark the information with appropriate restrictive markings. The specific format and content of these markings depends on whether the data or software are commercial or noncommercial.

- For noncommercial technical data and noncommercial computer software, the applicable regulations specify the exact wording of the authorized restrictive markings.
- Commercial technical data and commercial computer software (except any commercial data that is not developed exclusively at private expense and certain categories of data in which the U.S. Government always has unlimited rights) may be marked with any restrictive marking that the owner of the data customarily provides the general public, provided it:
  - Appropriately provides notice of the data owner’s proprietary interests.
  - Clearly characterizes the U.S. Government’s license rights.
  - Does not contravene Federal procurement law.
Data Rights

• All technical information delivered to the U.S. Government that includes contractor-owned proprietary data or other third-party intellectual property will be clearly and legibly marked with the applicable data-rights markings as specified in Clause 252.227-7013, 252.227.7015, or 252.227-7018 of the DFARS

• In most cases, the reason “Proprietary Business Information” will provide a basis for Distribution Statements B, E, or F.

• When used as the reason for a limitation, note the U.S. Government’s license rights as described in parentheses
  ▪ (e.g., “Proprietary Information (DFARS Limited Rights),” or “Proprietary Information (SBIR Rights)”).
• The controlling DoD office will determine whether the information contains export-controlled technical information. All information found to contain export-controlled technical information will be marked with the export-control warning.

• All printed and electronic technical information, including technical information in a digital form, that is determined to contain export-controlled technical information, will be marked as shown.

**Figure 3. Export-Control Warning**

WARNING - This document contains technical data whose export is restricted by the Arms Export Control Act (Section 2751 of Title 22, United States Code) or the Export Control Reform Act of 2018 (Chapter 58 Sections 4801-4852 of Title 50, United States Code). Violations of these export laws are subject to severe criminal penalties. Disseminate in accordance with provisions of DoD Directive 5230.25 and DoD Instruction 2040.02.
The International Traffic in Arms Regulations (ITAR)

If your contract is covered by ITAR, your contract will contain the “DFARS 252.225-7048 Export-Controlled Items,” be sure to ready paragraph (c).

- The International Traffic in Arms Regulations (ITAR), issued by the Department of State, control the export of defense-related articles and services, including technical data, ensuring compliance with the Arms Export Control Act (22 U.S.C. 2751 et seq.). The United States Munitions List (USML) identifies defense articles, services, and related technical data that are inherently military in character and could, if exported, jeopardize national security or foreign policy interests of the United States.


- The Department of State is responsible for compliance with the ITAR. Your small business may contact the following Department of State office to obtain additional information: DFARS Procedures, Guidance, and Information PGI 225–Foreign Acquisition 2004 EDITION 225.79-2 U.S. Department of State Bureau of Political Military Affairs Directorate of Defense Trade Controls Office of Defense Trade Controls Compliance http://www.pmddtc.state.gov/about/contact_information.html.

- The Department of State publishes guidance regarding ITAR compliance at http://www.pmddtc.state.gov/compliance/index.html.
The Export Administration Regulations (EAR)

If your contract is covered by EAR your contract will contain the “DFARS 252.225-7048 Export-Controlled Items,” be sure to ready paragraph (b).

- The Export Administration Regulations (EAR), issued by the Department of Commerce, control the export of dual-use items, (items that have both commercial and military or proliferation applications) and purely commercial products or commercial services. These items include commodities, software, and technology. Many items subject to the EAR are set forth by Export Control Classification Number on the Commerce Control List.


- The Commerce Control List is part of the EAR, in Supplement No. 1 to 15 CFR Part 774, and is available at [http://www.gpoaccess.gov/cfr/index.html](http://www.gpoaccess.gov/cfr/index.html) and [http://www.access.gpo.gov/bis/ear/ear_data.html](http://www.access.gpo.gov/bis/ear/ear_data.html)

- The Department of Commerce is responsible for compliance with the EAR. Depending on the nature of questions you may have, you may contact the following Department of Commerce office to obtain additional information: U.S. Department of Commerce DFARS Procedures, Guidance, and Information PGI 225—Foreign Acquisition 2004 EDITION 225.79-3 Bureau of Industry and Security Office of Exporter Services (OExS) OExS Hotline: 202-482-4811.

- The Department of Commerce publishes guidance regarding EAR compliance at [http://www.bis.doc.gov/](http://www.bis.doc.gov/)
CUI Identification and Marking

How do we mark CUI?
Mandatory markings include:

- “CUI” at the top and bottom of the page
- CUI designation indicator block

Line 1. The name of the DoD Component. If this is identified in the letterhead or other standard indicator, this line may be omitted.

Line 2. The identity of the office creating the document.

Line 3. Identification of all types of CUI contained in the document. ONLY USE THE DOD-APPROVED CATEGORY ABBREVIATIONS AND ACRONYMS. DO NOT SPELL OUT THE CATEGORY.

Line 4. The distribution statement or LDC applicable to the document.

Line 5. The name and phone number or office mailbox for the originating DoD Component.

Find more examples at www.dodcui.mil
FCC CYBER PLANNING GUIDE

- Privacy and Data Security
- Scams and Fraud
- Network Security
- Website Security
- Email
- Mobile Devices
- Employees
- Facility Security
- Operational Security
- Payment Cards
- Incident Response and Reporting
- Policy Development, Management
Cross-Sector Cybersecurity Performance Goals
Small Business Help From SCORE

SCORE has the largest network of free volunteer small business mentors in the nation. No matter what stage your business is at, SCORE has a mentor for you. Easily request a mentor to help you start, grow, or transition your business today!

Find a Mentor ➤

Grow with Google Digital Readiness Series

SCORE has partnered with Grow with Google to bring you a Digital Readiness Series. By completing this course you will receive a completion certificate from Google! Through video and on-demand classes you can go through this series at your own pace and schedule. After finishing these courses you'll possess all the knowledge you need to launch and grow your business on a digital platform.

Take The Series ➤
www.nist.gov/mep

Coronavirus: Resources, Updates, and What You Should Know

EXECUTIVE ORDER 14005 ON ENSURING THE FUTURE IS MADE IN ALL OF AMERICA BY ALL OF AMERICA’S WORKERS

ALL 51 MEP CENTERS HELPING U.S. MANUFACTURERS MAKE SUCH THINGS AS PPE FROM THE $50M APPROPRIATED BY CONGRESS
APEX ACCELERATORS

(Please click on the drawer icon in the left corner of the map to expand the list of APEX Accelerators, counties in all states, and find direction to your nearest APEX Accelerator by clicking the dot in the interactive map.)

There are more than 90 APEX Accelerators, formerly known as PTACs, assisting businesses in 49 states, Washington, D.C., Puerto Rico, Guam, the U.S. Virgin Islands, and the Commonwealth of Northern Mariana Islands, and in regions established by the Bureau of Indian Affairs in the U.S. Department of the Interior.

www.apexaccelerators.us
Russia’s invasion of Ukraine could impact organizations both within and beyond the region, to include malicious cyber activity against the U.S. homeland, including as a response to the unprecedented economic costs imposed on Russia by the U.S. and our allies and partners. Evolving intelligence indicates that the Russian Government is exploring options for potential cyberattacks. Every organization—large and small—must be prepared to respond to disruptive cyber incidents. As the nation’s cyber defense agency, CISA stands ready to help organizations prepare for, respond to, and mitigate the impact of cyberattacks. When cyber incidents are reported quickly, we can use this information to render assistance and as warning to prevent other organizations and entities from falling victim to a similar attack.

Organizations should report anomalous cyber activity and/or cyber incidents 24/7 to report@cis.gov or (888) 282-0870.
NSA Cybersecurity Services

- Protective DNS/Secure Web Gateway
- Vulnerability Scanning and Mitigation
- Threat Intelligence Collaboration

Contact NSA DIB Defense

CYBERCENTER.NSA.GOV  
@NSACYBER  
DIB_DEFENSE@CYBER.NSA.GOV
CISA Cybersecurity Services

- Vulnerability Scanning
- Remote Penetration Testing
- Phishing Campaign Assessment
- Web Application Scanning
- External Dependencies Management
- Cyber Resilience Review
- & more

For more information on these services, visit

www.cisa.gov/publication/cisa-services-catalog

-or

https://www.cisa.gov/cyber-resource-hub
Cyber Guidance for Small Businesses

A Different Kind of Cybersecurity Advice

Cyber incidents have surged among small businesses that often do not have the resources to defend against devastating attacks like ransomware. As a small business owner, you have likely come across security advice that is out of date or that does not help prevent the most common compromises. For example, odds are that you have heard advice to never shop online using a coffee shop's Wi-Fi connection. While there was some truth to this fear a decade ago, that's not how people and organizations are compromised today. The security landscape has changed, and our advice needs to evolve with it.

This advice is different.
Blue Cyber Education Series
TUESDAYS (Virtual)

Find answers to your SBIR and STTR cybersecurity and information protection questions every Tuesday at 1 p.m. EST, during the Department of Air Force (DAF)'s ask-me-anything series. On March 29, DAF will feature a briefing from the DoD Cyber Crime Center Defense Industrial Base Collaborative Information Sharing Environment (DCI3E) on unclassified threats for DoD small businesses.

Learn more >>

AFVentures Weekly Webinar Series
THURSDAYS (Virtual)

Air Force Ventures (AFVentures), under AFWERX, hosts webinars every Thursday at noon EST, to answer your questions about AFVentures Small Business Innovation Research (SBIR) and Small Business Technology Transfer (STTR) open topics, and Tactical Funding Increase (TACFI) and Strategic Funding Increase (STRAFI) opportunities. On March 31, AFVentures will overview specific topics and how they differ from open topics, and upcoming funding opportunities.

Learn more >>

FUNDING OPPORTUNITIES
Proving Grounds for Assessing Tech

The Defense Innovation Unit (DIU) is seeking to leverage commercial environments to assess technologies to ensure proof of concept for new defense technologies. The DIU is interested in evaluations that focus on key performance parameters and overall operational performance.
DON CISO’S BLUE CYBER

www.sbir.gov/local-assistance
Cohort Selected to Embark on New Innovations for National Security
Department of the Navy
Cybersecurity Boot Camp
Cyber Resources Lollapalooza
Six Hour Boot Camp FREE and PUBLIC

MONTHLY – 27 June 12pm to 4pm Eastern

Register here: www.sbir.gov/events

• Join hundreds of your peers at the DON CISO’s Cybersecurity Boot Camp. Come away having heard powerful speakers and learning what cybersecurity steps are necessary to protect your intellectual property and DoD Sensitive Data.

• More information from Kelley.Kiernan@us.af.mil
Daily, Open Office Hours

DAILY OFFICE HOURS

• Register here: www.safcn.af.mil/CISO/small-business-cybersecurity-information/

• Nearly-daily opportunity to ask questions and get answers in-person.

• More information from Kelley.Kiernan@us.af.mil
Every-Tuesday, Small Business Cybersecurity Ask-Me-Anything

WEEKLY – Every Tuesday 1pm Eastern

• Register here: www.sbir.gov/events

• A guest speaker will cover an ultra-relevant small business cybersecurity topic and get your cybersecurity/information protection questions answered.

• More information from Kelley.Kiernan@us.af.mil
DAF CISO’s Deep Blue Cyber Line-Up

June 6  “Where did these chips come from? - Cyber Supply Chain Risk Management” The Blue Cyber Director, Kelley Kiernan will answer your cybersecurity questions and discuss the methods for understanding risk involved in the life-cycle of your hardware, IT and software being supplied to the government.

June 13  “Basic Cyber Hygiene for your micro-Small Business” A special 2-hour Session of Blue Cyber. The Blue Cyber Director, Kelley Kiernan and technical experts will cover the 15 security requirements in the FAR 52.204-21 (proposed CMMC Level 1) which comprise basic cyber hygiene for your small business.

June 20  “So you want to bring IT/Software to the DoD? Working through the RMF/ ATO process” Bring your questions and hear answers to demystify the process for Small Businesses to bring IT/Apps/SaaS/BOT/AI/ML into the DON/DAF/U.S. Army. Three experts will answer your questions about Risk Management Framework.

Jun 27  “DON CISO's Blue Cyber “Cybersecurity Lollapalooza” Ten agencies have services created to assist US Small Business with their journey to cybersecurity. These agencies have combined tens of thousands of dollars of free services to US Small Businesses and DoD suppliers.
Everybody provides Federal Contracting Information!

Walk Through of the FAR 52.204-21 and proposed CMMC Level 1

MONTHLY – 13 Jun 1-3pm EDT

• Register here: www.sbir.gov/events

• The Blue Cyber Director, Kelley Kiernan will cover the 15 security requirements in the proposed CMMC Level 1 and FAR 52.204-21, which comprise basic cyber hygiene for your small business.

• More information from Kelley.Kiernan@us.af.mil
All our Events are on SBA’s SBIR Event Site
**Blue Cyber Small Biz Cybersecurity Boot Camp**

**May 23**
Sign-up at [www.sbir.gov/events](http://www.sbir.gov/events)

---

**Blue Cyber Services**

**Blue Cyber** is outreach to all U.S. Small Businesses including all SBIR/STTR Small Business Research Contractors each week.

1. **DAILY** | Office Hours Consultations:
   In-person consults answering questions, finding resources, connecting to state grant funding

2. **WEEKLY** | Public | Every-Tuesday Blue Cyber Ask-Me-Anything Cybersecurity Webinar:
   Presentation of 2-3 Blue Cyber modules/guest speaker and Q&A

3. **MONTHLY** | Public | Blue Cyber All-Day Boot Camp Cybersecurity Webinar:
   Presentation of Guest Speakers, Blue Cyber Content and the most up-to-date cyber info. Register for all our events on [www.sbir.gov/events](http://www.sbir.gov/events)

4. **FORTY** short, ultra-relevant cybersecurity presentations/videos

5. Blue Cyber refers DoD Small Businesses to state/federal cyber resources

---

**Blue Cyber Initiative**

**DON CISO’s Blue Cyber Series**

**Cybersecurity for Small Businesses**

**DAILY | WEEKLY | MONTHLY**

---

**JOIN US!**

Join us at the Department of the Navy CISO’s Blue Cyber Initiative.

**ALWAYS FREE AND PUBLIC**, the DON CISO’s Blue Cyber education series is an early partnership with the Defense Industrial Base, which enables small businesses to bake-in cybersecurity and move forward at the speed of innovation. The Blue Cyber Initiative Small Business Cybersecurity boot camp. As small businesses drive innovation and support defense missions with cutting-edge technologies, it is vital we work together to protect DoD sensitive data and networks. Blue Cyber will pair small businesses with the most modern cyber protection methods in the industry, better positions DIB small businesses to protect sensitive information and networks even before they have a contract to innovate for defense; this defense sensitive information includes YOUR Intellectual Property.

**JOIN US!**
Kelley Kiernan
DON SBIR/STTR Program Office, Chief Technology Officer on Detail to the DON Chief Information Security Officer (CISO)

STATEMENT OF LIMITATION OF AUTHORITY: You are hereby notified that I do not have the authority to direct you in any way to alter your contractual obligations. Further, if the Department of the Navy, as the result of the information obtained from discussions or emails, does desire to alter your contract requirements, changes will be issued in writing and signed by the contracting officer. You should take no action on any change unless and until you receive such a contract modification.
Website
The Blue Cyber Education Series for Small Businesses [webpage](#)

Daily Office Hours
We have daily office hours for answering/researching your questions about Small Business cybersecurity and data protection!

---

**BLUE CYBER EDUCATION SERIES FOR SMALL BUSINESS**

**CYBERSECURITY BOOT CAMP for SMALL BUSINESS**
February 28, 10AM - 4PM EST [LINK](#)

**EVERY-TUESDAY CYBERSECURITY ASK-ME-ANTHING**

Click here for the registration link and agenda for the Small Business Every-Tuesday Small Business Cybersecurity Ask-Me-Anything!

**BLUE CYBER EVENTS CALENDAR**

Blue Cyber Events are all on [www.sbir.gov/events](http://www.sbir.gov/events)

**40 Presentations, Videos and PowerPoints**

**40 Presentations**

- **Vides and PowerPoints**
  - Enhancing the cybersecurity ecosystem nationwide
  - Advocating the effective funding of cybersecurity education
  - Exploring the ways to identify and protect Small Business,
  - Leveraging SBIR/STTR for cybersecurity research
  - Promoting the effective funding of cybersecurity education

**Events**

All FREE and PUBLIC

[www.sbir.gov/events](http://www.sbir.gov/events)

**Every-Tuesday Cybersecurity Ask-Me-Anything**

- **Small Business Blue Cyber Education Series Videos**
  - [Online Video](#)
  - [Small Business Blue Cyber Education Series Presentations](#)
  - [Small Business Cybersecurity Memos](#)

The Blue Cyber Education Series for Small Businesses and Academic/Research Institutions is in its second year and has made over 13K outreach contacts in the U.S. Small Business ecosystem since April 2021.

Blue Cyber is dedicated to an early-partnership with Defense Industrial Base small business contractors and potential contractors arm them with the latest in cyber security best practices.

Every Day there are FREE-PUBLIC office hours with SBIR/STTR and small business firms, to connect them to resources and answer their questions. Sign up for Open Office Hours [HERE](#)

Every Tuesday FREE-PUBLIC Cybersecurity Ask-Me-Anything webinars at 1pm Eastern;

Every Month A FREE-PUBLIC all-day boot camp

---
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