
NCSAM WEEK 5
Protecting Critical Infrastructure from Cyber Threats

Critical Infrastructure (16 total sectors): Comprises of assets, systems, and networks,
whether physical or virtual, required for essential mission functioning of the DoD.

In the Air Force, Control Systems are an important part of our critical infrastructure
conversation.

RESOURCES

• Handout: AFCEC Control Systems Video & Checklist

• Guide: VigilanCE Training & Education Resource

The CISO Cyber Secure Tour, visiting various 
bases to learn about the cybersecurity 

behavior of Airmen, will continue until March 
2018. 

For information about this tour: Base Visit 
FAQ. To schedule a visit to your base, contact 

Maj. Venice Goodwine. 

http://www.safcioa6.af.mil/Portals/64/documents/Resources/CE CS Cybersecurity.pdf?ver=2017-10-26-093355-310
http://www.safcioa6.af.mil/Portals/64/documents/Resources/VigilanCE Cyber Training Guide.pdf?ver=2017-10-26-093356-310
http://www.safcioa6.af.mil/Portals/64/documents/Resources/AF CISO Culture Program FAQ.PDF?ver=2017-10-11-085602-077
mailto:venice.m.goodwine.mil@mail.mil?subject=Scheduling a Base Visit

